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**一、引言**

**1.1 编写目的**

本文档旨在详细阐述陆军军医大学（以下简称“大学”）访客系统的需求，以便让相关开发人员和利益相关者了解整个系统的功能、性能、操作和约束。本文档作为项目沟通的桥梁，确保所有参与者对大学访客系统需求有共同的理解。

**1.2 项目背景**

在当今社会高度信息化的背景下，大多数领域已经实现了智能化管理，全国大多数高校已实现网上访客预约进校功能，然而大学在访客管理方面仍采用传统的人工登记方式，这种方式不仅效率低下，而且容易出错，存在冒名顶替的管理风险、资料留存难且可用性低的问题，难以满足现代安全管理的需求。因此，为了提高访客管理的效率和准确性，确保校园安全，降低安全隐患，迫切需要利用现有的门禁开发一套访客系统，以实现对访客登记的高效运作与精确管理。

**1.3 参考资料**

- 《软件工程导论》

- 《需求工程》

- 国家相关标准和规定

**二、任务描述**

**2.1 目标**

大学访客系统的主要目标是通过信息化的手段，减少门岗的人工重复性工作，实现对访客信息的有效管理，提大学园安全，同时提供便捷的访客访问服务，减少访客在西门、东门的聚集时间。同时，需要打通门禁系统与校内学生请销假系统，实现门禁权限联动。

在尽量控制成本的原则下，利用已有的大华“门禁系统”和“网上办事大厅”，通过部署大华平台的访客模块，实现在互联网发布访客登记页面、教学资源网手机端审核访客入校申请、请假申请，安管网接收信息并分配门禁权限。

项目实施完毕以后，大学西门、东门将不再使用纸质版登记。访客使用西门、东门设置的访客机，刷个人身份证后，访客机将进行人脸识别，识别通过后，即可通过身份证获取临时访客权限；访客如果驾驶车辆，也需下车在访客机刷身份证验证后，获取抬杆权限。

**2.2 功能需求**

2.2.1 访客预约

- 访客可以通过系统提前预约访问时间、地点和被访人员。

- 系统应支持短信或邮件提醒功能，确保被访人员和访客及时了解预约信息。

2.2.2 访客身份验证

- 访客到达校门后，通过在校门口设置的访客预约登记自助机上进行身份证进行身份验证。

- 系统应具备人脸识别，访客刷身份证时通过上传的照片进行访客身份核对。

2.2.3 访客信息管理

- 系统应记录访客的基本信息、访问时间、访问地点等。

- 管理员可以查询、修改和删除访客信息。

2.2.4 安全监控

- 系统应具备实时监控功能，对接现有的安防营盘系统，对访客在校园内的活动进行跟踪。

- 一旦发现安全隐患，系统应及时报警并通知相关人员。

2.2.5 数据分析与统计

- 系统应具备数据统计和分析功能，为校园安全管理提供决策支持。

- 统计分析内容包括访客人数、访问时间、访问地点等。

2.2.6 请假信息同步

- 系统应具备获取网上办事大厅请假结果信息，并将结果信息同步到门禁系统中，请假人员在东门、西门的过道闸机上进行人脸比对后开放进出权限。

- 统计分析内容包括请假人数、进出时间等。

2.2.7 数据对接

- 系统应与现有的网上办事大厅进行数据对接，获取审核人相关信息，并实时更新。

- 系统应在网上办事大厅提供访问接口，可以将访客的申请直接以消息通知的形式，发送给被访人员进行审核。

- 系统需与现有的大华门禁系统进行数据对接，将获取的审核结果信息传输给门禁系统。

- 系统需与将日常运行统计数据发送到教学资源网指定系统中保存。

**2.3 性能需求**

2.3.1 响应时间

- 系统响应时间应小于5秒，确保用户体验。

2.3.2 数据存储容量

- 系统应具备较大的数据存储容量，以满足大量访客信息的存储需求。

2.3.3 系统稳定性

- 系统应具备较高的稳定性，保证7×24小时不间断运行。

**2.4 操作需求**

2.4.1 用户界面

- 系统界面应简洁易用，操作步骤简单明了。

2.4.2 系统登录

- 系统应支持多角色登录，包括管理员、被访人员、访客等。

2.4.3 操作指引

- 系统应提供在线帮助和操作指引，方便用户了解和使用系统。

**2.5 约束条件**

2.5.1 法律法规

- 系统开发和运行应遵守国家相关法律法规。

2.5.2 技术标准

- 系统开发应符合国家及行业相关技术标准。

2.5.3 数据安全

- 系统应具备数据加密和备份功能，确保数据安全。

**三、验收标准**

本大学访客系统需满足以下验收标准：

1. 功能完整性：系统应实现本说明书中规定的所有功能需求。

2. 性能指标：系统性能应达到本说明书中的性能需求。

3. 用户体验：系统界面应简洁易用，操作步骤简单明了。

4. 系统稳定性：系统运行过程中无严重bug，能够7×24小时不间断运行。

5. 数据安全：系统应具备数据加密和备份功能，确保数据安全。

**四、项目时间表**

1. 需求分析：1个月

2. 系统设计：1个月

3. 系统开发：1个月

4. 系统测试与调试：1个月

5. 系统部署与验收：1个月

总计：5个月

**五、风险评估与应对措施**

1. 技术风险：本项目需要在从互联网采集信息传输到教学资源网，在教学资源网审核完毕后，数据需要通过单向传输设备导入到安管网的门禁系统，项目开发过程中需要解决跨网络传输的技术难点，并确保其安全性。数据存在跨网传输流程较多，可能导致传输失败的情况。

应对措施：优化传输与接收方案，每个数据至少传输并验证2次以上。并设计B方案，开发可以离线单独将审核后的数据导入安管网的控件。

2. 数据安全风险：互联网发布的登记网页可能遭受黑客攻击，导致数据泄露。应对措施：发布页面使用代理，避免暴露真实IP地址，互联网端不留存用户数据，提交审核后，立即清除。互联网发布的系统必须定期进行安全检查，修复漏洞。

3. 项目延期：项目进度可能受到不可预知因素的影响。应对措施：制定合理的项目时间表，预留一定的缓冲时间。

**六、结论**

本需求说明书详细阐述了大学访客系统的功能、性能、操作和约束等方面的需求。通过本说明书，我们希望为开发团队、项目管理人员和相关利益相关者提供清晰的需求指导，确保大学访客系统项目的顺利实施。